**Муниципальное бюджетное дошкольное образовательное учреждение**

**Детский сад № 6 Максатихинского района (МБДОУ Детский сад № 6)**

Адрес: 171930, Россия, Тверская обл., Максатихинский район, п. Малышево, ул. Центральная, 1

телефон: 8(48253) 3-62-64 ИНН/КПП 6932006601/693201001 e-mail: mbdoudetskiysad6m@mail.ru ОГРН 1146906010459

**ПРИКАЗ**

От 10.01.2024 1

Об информационной безопасности

На основании Федерального Закона от 24.07.1998 года № 124-ФЗ "Об основных гарантиях прав ребенка в Российской Федерации, Федерального Закона от 27.07.2006 года № 152 «О персональных данных», с целью обеспечения режима конфиденциальности, в целях осуществления ограничения доступа работников Детского сада к ресурсам и материалам сети Интернет, не имеющих отношения к образовательному процессу; Федерального Закона от 27.07.2006 года № 149-ФЗ "Об информации, информационных технологиях и о защите информации", Федерального Закона от 29.12.2010 года № 436-ФЗ «О защите детей от информации, причиняющей вред их здоровью, развитию» (с изменениями от 2012г.); частью 3, статьи 16 Федерального Закона Российской Федерации от 29.12.2010 года № 436-ФЗ «О защите детей от информации, причиняющей вред их здоровью и развитию», Федерального Закона от 29.12.2012 года № 273-ФЗ "Об образовании в Российской Федерации", письмом Министерства образования и науки Российской Федерации от 08.04.2014 года № ДЛ-115/03 «О направлении методических материалов для обеспечения информационной безопасности детей при использовании ресурсов в сети Интернет», письмом Департамента развития педагогических кадров и контроля управления ресурсами от 08.07.2019 года № 08-411 «О [методических рекомендациях по созданию и](http://www.edumonch.ru/doc/MR_sait_08_07_2019_08_411.pdf) [развитию сайтов и (или) страниц сайтов педагогических работников в сети](http://www.edumonch.ru/doc/MR_sait_08_07_2019_08_411.pdf) ["Интернет"](http://www.edumonch.ru/doc/MR_sait_08_07_2019_08_411.pdf), письмом Департамента государственной политики в сфере оценки качества общего образования Министерства просвещения Российской Федерации от 07.06.2019 года № 04-474 "О методических рекомендациях [по ограничению в образовательных](http://www.edumonch.ru/doc/MR_scf_07_06_2019_04-474.pdf) [организациях доступа обучающихся к видам информации, распространяемой](http://www.edumonch.ru/doc/MR_scf_07_06_2019_04-474.pdf) [посредством сети "Интернет", причиняющей вред здоровью и (или) развитию детей, а](http://www.edumonch.ru/doc/MR_scf_07_06_2019_04-474.pdf) [также не соответствующей задачам образования, содержат комплекс мер,](http://www.edumonch.ru/doc/MR_scf_07_06_2019_04-474.pdf) [направленных на защиту детей от негативной информации при осуществлении ими](http://www.edumonch.ru/doc/MR_scf_07_06_2019_04-474.pdf) [использования сети "Интернет" из образовательной организации»](http://www.edumonch.ru/doc/MR_scf_07_06_2019_04-474.pdf), письмом Министерства образования и науки Российской Федерации 14.05.2018 года № 08-1184 «[Методические рекомендации о размещении на информационных стендах,](http://www.edumonch.ru/informat/metod_rek/14.05.2018_n_08-1184_mr_internet.pdf) [официальных интернет-сайтах и других информационных ресурсах](http://www.edumonch.ru/informat/metod_rek/14.05.2018_n_08-1184_mr_internet.pdf) [общеобразовательных организаций и органов, осуществляющих управление в сфере](http://www.edumonch.ru/informat/metod_rek/14.05.2018_n_08-1184_mr_internet.pdf) [образования, информации о безопасном поведении и использовании сети "Интернет"](http://www.edumonch.ru/informat/metod_rek/14.05.2018_n_08-1184_mr_internet.pdf),

**ПРИКАЗЫВАЮ**

1. Утвердить:

1.1. Правила использования сети Интернет в образовательном учреждении (Приложение 1);

1.2. Инструкцию для сотрудников образовательного учреждения о порядке действий при осуществлении контроля за использованием работниками учреждения сети Интернет (Приложение 2);

1.3. Классификатор информации, несовместимой с задачами воспитания и образования воспитанников (Приложение 3);

1.4. Должностную инструкцию администратора точки доступа к сети Интернет в образовательном учреждении (Приложение 4)

1.5. Регламент работы педагогов и сотрудников ДОУ в сети Интернет (Приложение 5)

2. Назначить администратором точки доступа к сети Интернет заведующего МБДОУ Детский сад № 6 К. В. Боеву.

3. Назначить ответственным лицом за информационную безопасность в ДОУ - заведующего МБДОУ Детский сад № 6 К. В. Боеву.

4. Заведующему МБДОУ Детский сад № 6 К. В. Боевой ознакомить сотрудников ДОУ с данным приказом и его приложениями.

5. Контроль за исполнением настоящего приказа оставляю за собой..

Заведующий МБДОУ Детский сад № 6 К.В. Боева

С приказом ознакомлены:

Приложение 1

к Приказу

от 10.01.2024 года № 1

# Правила использования сети интернет в образовательном учреждении.

**1. Общие положения:**

1.1. Настоящие Правила регулируют условия и порядок использования сети Интернет через ресурсы МАДОУ «Детский сад №23» г. Перми педагогическими работниками и сотрудниками образовательного учреждения.

1.2. Настоящие Правила имеют статус локального нормативного акта ДОУ. Если нормами действующего законодательства Российской Федерации предусмотрены иные требования, чем настоящими Правилами, применяются нормы действующего законодательства Российской Федерации.

1.3. Использование сети Интернет в ДОУ подчинено следующим принципам:

- соответствия образовательным целям;

- способствования гармоничному формированию и развитию личности;

- уважения закона, авторских и смежных прав, а также иных прав, чести и достоинства других граждан и пользователей Интернета;

- приобретения новых навыков и знаний;

- расширения применяемого спектра учебных и наглядных пособий;

- социализации личности, введения в информационное общество.

**2. Политика использования сети Интернет в ДОУ.**

2.1. Использование сети Интернет в ДОУ возможно исключительно при условии ознакомления и согласия лица, пользующегося сетью Интернет в ДОУ, с настоящими Правилами. Ознакомление и согласие удостоверяется подписью лица в листе ознакомления и согласия с Правилами.

2.2. Заведующий является ответственным за обеспечение эффективного и безопасного доступа к сети Интернет в ДОУ, а также за внедрение соответствующих технических, правовых и других механизмов в ДОУ.

2.3. Непосредственное определение политики доступа в Интернет осуществляет педагогический совет (другой коллегиальный орган) ДОУ совместно с администрацией.

- принимают решение о разрешении/блокировании доступа к определенным ресурсам и (или) категориям ресурсов сети Интернет, содержащим информацию, не совместимую с задачами образовательного процесса;

- определяют характер и объем информации, публикуемой на Интернет-ресурсах ДОУ;

- дает заведующий ДОУ рекомендации о назначении и освобождении от исполнения своих функций лиц, ответственных за непосредственный контроль безопасности работы в сети Интернет и соответствия ее целям и задачам образовательного процесса.

2.4. Во время занятий контроль за использованием воспитанниками сети Интернет в соответствии с Правилами осуществляет педагог, ведущий занятие.

Педагог:

- наблюдает за использованием компьютера и сети Интернет воспитанниками;

- запрещает дальнейшую работу воспитанника в сети Интернет в случае нарушения настоящих Правил и иных нормативных документов, регламентирующих использование сети Интернет в ОО;

- принимает предусмотренные Правилами и иными нормативными документами меры для пресечения дальнейших попыток доступа к ресурсу/группе ресурсов, не совместимых с задачами образования.

2.5. Во время использования сети Интернет для свободной работы контроль осуществляет лицо, уполномоченное Педагогическим советом ОО (далее – Уполномоченное лицо). Уполномоченное лицо:

- определяет время и место для свободной работы в сети Интернет педагогических и других работников ДОУ с учетом использования соответствующих технических мощностей ДОУ в образовательном процессе, а также длительность сеанса работы одного человека;

- принимает предусмотренные Правилами и иными нормативными документами меры для пресечения дальнейших попыток доступа к ресурсу / группе ресурсов, не совместимых с задачами образования.

2.6. При использовании сети Интернет в ДОУ осуществляется доступ только к ресурсам, содержание которых не противоречит законодательству РФ и не является несовместимым с целями и задачами образования и воспитания.

Проверка такого соответствия осуществляется с помощью специальных технических средств и программного обеспечения контекстного ограничения доступа, установленного в ДОУ или предоставленного оператором услуг связи.

Использование сети Интернет в ДОУ без применения данных технических средств и программного обеспечения (например, в случае технического отказа) допускается только с индивидуального разрешения руководителя ДОУ.

Пользователи сети Интернет в ДОУ понимают, что технические средства и программное обеспечение не могут осуществлять полную фильтрацию ресурсов сети Интернет в связи с частотой обновления ресурсов и осознают возможную опасность столкновения с ресурсом, содержание которого противоречит законодательству РФ и является несовместимым с целями и задачами образовательного процесса.

2.7. Решение о политике доступа к ресурсам/группам ресурсов сети Интернет принимает Педагогический совет ДОУ самостоятельно либо с участием внешних экспертов, в качестве которых могут привлекаться:

- педагогические работники ДОУ и других учреждений;

- лица, имеющие специальные знания либо опыт работы в рассматриваемой области;

- представители органов управления образованием;

- родители обучающихся, воспитанников.

При принятии решения педагогический совет ДОУ, эксперты руководствуются:

- законодательством РФ;

- специальными познаниями, в т. ч. полученными в результате профессиональной деятельности;

- опытом организации образовательного процесса с использованием информационных технологий и возможностей сети Интернет;

- интересами обучающихся, воспитанников, целями образовательного процесса;

- рекомендациями профильных органов и организаций в сфере классификации ресурсов сети Интернет.

2.8. Отнесение определенных категорий и/или ресурсов в соответствующие группы, доступ к которым регулируется техническим средствами и программным обеспечением контекстного технического ограничения доступа к информации, технически осуществляется лицом, уполномоченным руководителем ДОУ по представлению педагогического совета ДОУ.

2.9. Категории ресурсов, в соответствии с которыми определяется политика использования сети Интернет в ДОУ, и доступ, к которым регулируется техническими средствами и программным обеспечением контекстного технического ограничения доступа к информации, определяются в установленном порядке.

2.10. Принципами размещения информации на Интернет-ресурсах ДОУ являются:

- соблюдение действующего законодательства РФ, интересов и прав граждан;

- защита персональных данных обучающихся, воспитанников, педагогических работников и других сотрудников;

- достоверность и корректность информации.

2.11. Персональные данные об обучающихся, воспитанниках (фамилия и имя, класс или группа, возраст, фотография, место жительства, телефоны и др. контакты, иные сведения личного характера) могут размещаться на интернет-ресурсах ДОУ только с письменного согласия родителей (законных представителей). Персональные данные педагогических работников и других сотрудников ДОУ размещаются на Интернет-ресурсах ДОУ только с письменного согласия работника, чьи персональные данные размещаются.

В информационных сообщениях о мероприятиях на сайте ДОУ и его подразделений без согласия лица (законного представителя) могут быть упомянуты только его фамилия и имя. При истребовании согласия представитель ДОУ и / или Общественного совета ОО разъясняет лицу возможные риски и последствия опубликования персональных данных. ОО не несет ответственности в случае наступления таких последствий, если имелось письменное согласие лица (законного представителя) на опубликование персональных данных.

**3. Процедура использования сети Интернет.**

3.1. Использование сети Интернет в ДОУ осуществляется, как правило, в целях образовательного процесса. В рамках развития личности, ее социализации и получения знаний в области сети Интернет и компьютерной грамотности лицо может осуществлять доступ к ресурсам необразовательной направленности.

3.2. По разрешению Уполномоченного лица обучающиеся (с согласия родителей, законных представителей), педагогические работники и другие сотрудники вправе:

- размещать собственную информацию в сети Интернет на интернет-ресурсах ДОУ;

- иметь учетную запись электронной почты на интернет-ресурсах ДОУ.

3.3. Сотрудникам запрещается:

- находиться на ресурсах, содержание и тематика которых является недопустимой для несовершеннолетних и/или нарушающей законодательство Российской Федерации (эротика, порнография, пропаганда насилия, терроризма, политического или религиозного экстремизма, национальной, расовой и т.п. розни, изготовления и использования алкогольной продукции и наркотических средств, иные ресурсы схожей направленности);

- осуществлять любые сделки через Интернет;

- осуществлять загрузки файлов на компьютер ДОУ без разрешения уполномоченного лица;

- распространять оскорбительную, не соответствующую действительности, порочащую других лиц информацию, угрозы.

3.4.При случайном обнаружении лицом, работающим в сети Интернет, ресурса, содержимое которого не совместимо с целями образовательного процесса, он обязан незамедлительно сообщить о таком ресурсе уполномоченному лицу с указанием его Интернет-адреса (URL) и покинуть данный ресурс.

3.5. Уполномоченное лицо обязано:

- принять сообщение лица, работающего в сети Интернет;

- довести информацию до сведения Совета ДОУ и (или) администрации для оценки ресурса и принятия решения по политике доступа к нему в соответствии с п.2.3 настоящих Правил;

- направить информацию о некатегоризированном ресурсе оператору технических средств и программного обеспечения технического ограничения доступа к информации (в течение суток);

- если обнаруженный ресурс явно нарушает законодательство Российской Федерации - сообщить об обнаруженном ресурсе по специальной «горячей линии» для принятия мер в соответствии с законодательством Российской Федерации (в течение суток).

Передаваемая информация должна содержать:

- Интернет-адрес (URL) ресурса;

- Тематику ресурса, предположения о нарушении ресурсом законодательства РФ, либо не совместимости с задачами образовательного процесса;

- Дату и время обнаружения

- Информацию об установленных в ДОУ технических средствах технического ограничения доступа к информации.

Приложение 2

к Приказу

от 10.01.2024 года № 1

# Инструкция

для сотрудников образовательного учреждения о порядке действий при осуществлении контроля за использованием работниками учреждения сети Интернет

1. Настоящая Инструкция устанавливает порядок действий при обнаружении сотрудниками образовательного учреждения:

- возможности доступа работников учреждения к потенциально опасному контенту;

- вызванного техническими причинами отказа доступа к контенту, не представляющему опасности работников учреждения, доступ к которому не противоречит принятым нормативным актам на федеральном уровне, а также на уровне образовательного учреждения.

2. Контроль за использованием работниками учреждения сети Интернет осуществляют ответственные лица во время использования сети Интернет для свободной работы работников учреждения - администратор точки доступа к сети Интернет в образовательном учреждении.

3. Ответственное лицо, осуществляющее контроль за использованием работниками учреждения сети Интернет:

- определяет время и место работы работников учреждения в сети Интернет с учётом использования соответствующих технических возможностей в образовательном процессе, а также длительность сеанса работы одного работника учреждения;

- способствует осуществлению контроля за объёмом трафика образовательного учреждения в сети Интернет;

- наблюдает за использованием компьютеров и сети Интернет работниками учреждения;

- запрещает дальнейшую работу работника учреждения в сети Интернет в случае нарушения работником учреждения порядка использования сети Интернет и предъявляемых работникам учреждения требований при работе в сети Интернет;

- не допускает работника учреждения к работе в сети Интернет в предусмотренных Правилами использования сети Интернет случаях;

- принимает необходимые меры для пресечения дальнейших попыток доступа к ресурсу/группе ресурсов, несовместимых с задачами образования.

4. При обнаружении информации, в отношении которой у лица, осуществляющего контроль за использованием работниками учреждения сети Интернет, возникают основания предполагать, что такая информация относится к числу запрещённой для распространения в соответствии с законодательством Российской Федерации или иному потенциально опасному для работников учреждения контенту, ответственное лицо информирует администратора точки доступа к сети Интернет или руководителя образовательного учреждения, которые принимают необходимые решения.

5. При обнаружении вызванного техническими причинами отказа доступа к контенту, доступ к которому не противоречит принятым нормативным актам на федеральном уровне, уровне субъекта Российской Федерации, муниципальном уровне, а также на уровне образовательного учреждения, ответственное лицо информирует соответствующие технические службы, осуществляющие контентную фильтрацию.

Приложение 3

к Приказу

от 10.01.2024 года № 1

**Классификатор информации,**

**несовместимой с задачами воспитания и образования воспитанников**

|  |  |  |
| --- | --- | --- |
| **№ п\п** | **Виды информации** | **Описание видов информации** |
| Информация, запрещенная для распространения среди детей, согласно части 2 статьи 5 Федерального закона N 436-ФЗ[\*](https://www.garant.ru/products/ipo/prime/doc/72145832/#10011) |
| 1. | Побуждающая детей к совершению действий, представляющих угрозу их жизни и (или) здоровью, в том числе к причинению вреда своему здоровью, самоубийству | Информационная продукция (в том числе сайты, сетевые средства массовой информации, социальные сети, интерактивные и мобильные приложениях и другие виды информационных ресурсов, а также размещаемая на них информация), содержащая описания и\или изображения способов причинения вреда своему здоровью, самоубийства; обсуждения таких способов и их последствий, мотивирующих на совершение таких действий |
| 2. | Способная вызвать у детей желание употребить наркотические средства, психотропные и (или) одурманивающие вещества, табачные изделия, алкогольную и спиртосодержащую продукцию, принять участие в азартных играх, заниматься проституцией, бродяжничеством или попрошайничеством | Информационная продукция (в том числе сайты, сетевые средства массовой информации, социальные сети, интерактивные и мобильные приложениях и другие виды информационных ресурсов, а также размещаемая на них информация), содержащая рекламу, объявления, предложения и другую информацию, направленную на продажу детям наркотических средств, психотропных и (или) одурманивающих веществ, табачных изделий, алкогольную и спиртосодержащую продукции, а также вовлечение детей в азартные игры и использование или вовлечение в проституцию, бродяжничество или попрошайничество |
| 3. | Обосновывающая или оправдывающая допустимость насилия и (или) жестокости либо побуждающая осуществлять насильственные действия по отношению к людям или животным | Информационная продукция (в том числе сайты, сетевые средства массовой информации, социальные сети, интерактивные и мобильные приложениях и другие виды информационных ресурсов, а также размещаемая на них информация), содержащая акты насилия или жестокости, жертв насилия и жестокости, участников актов насилия и жестокости, обосновывающая, оправдывающая и вовлекающая детей в акты насилия и жестокости, а также формирующая культуру насилия и жесткости у несовершеннолетних |
| 4. | Отрицающая семейные ценности, пропагандирующая нетрадиционные сексуальные отношения и формирующая неуважение к родителям и (или) другим членам семьи | Информационная продукция (в том числе сайты, сетевые средства массовой информации, социальные сети, интерактивные и мобильные приложениях и другие виды информационныхресурсов, а также размещаемая на них информация), рекламирующая, изображающая нетрадиционные сексуальные отношения, отказ от родителей (законных представителей), семьи и детей и влияющая на ухудшение и разрыв отношений детей с родителями и (или) другим членам семьи |
| 5. | Оправдывающая противоправное поведение | Информационная продукция (в том числе сайты, сетевые средства массовой информации, социальные сети, интерактивные и мобильные приложениях и другие виды информационных ресурсов, а также размещаемая на них информация), содержащая призывы и вовлечение детей в противоправное поведение и одобряющая его |
| 6. | Содержащая нецензурную брань | Информационная продукция (в том числе сайты, сетевые средства массовой информации, социальные сети, интерактивные и мобильные приложениях и другие виды информационных ресурсов, а также размещаемая на них информация), содержащая нецензурную брань |
| 7. | Содержащая информацию порнографического характера | Информационная продукция (в том числе сайты, сетевые средства массовой информации, социальные сети, интерактивные и мобильные приложениях и другие виды информационных ресурсов, а также размещаемая на них информация), содержащая текстовые описания, фотографии, рисунки, аудио и видеоматериалы по данной теме |
| 8. | О несовершеннолетнем, пострадавшем в результате противоправных действий (бездействия), включая фамилии, имена, отчества, фото- и видеоизображения такого несовершеннолетнего, его родителей и иных законных представителей, дату рождения такого несовершеннолетнего, аудиозапись его голоса, место его жительства или место временного пребывания, место его учёбы или работы, иную информацию, позволяющую прямо или косвенно установить личность такого несовершеннолетнего | Информационная продукция (в том числе сайты, сетевые средства массовой информации, социальные сети, интерактивные и мобильные приложениях и другие виды информационных ресурсов, а также размещаемая на них информация), содержащая текстовые описания, фотографии, рисунки, аудио и видеоматериалы по данной теме |
| \* - рекомендуется также запретить все сетевые средства массовой информации, имеющее возрастные ограничения старше 18 лет и обозначенные в виде цифры "18" и знака "плюс" и (или) текстового словосочетания "запрещено для детей" |
| Информация, распространение которой среди детей определенных возрастных категорий ограничено, согласно части 3 статьи 5 Федерального закона N 436-ФЗ |
| 9. | Представляемая в виде изображения или описания жестокости, физического и (или) психического насилия, преступления или иного антиобщественного действия | Информационная продукция (в том числе сайты, сетевые средства массовой информации, социальные сети, интерактивные и мобильные приложениях и другие виды информационных ресурсов, а также размещаемая на нихинформация), содержащая текстовые описания, фотографии, рисунки, видеоматериалы по данной теме |
| 10. | Вызывающая у детей страх, ужас или панику, в том числе представляемая в виде изображения или описания в унижающей человеческое достоинство форме ненасильственной смерти, заболевания, самоубийства, несчастного случая, аварии или катастрофы и (или) их последствий | Информационная продукция (в том числе сайты, сетевые средства массовой информации, социальные сети, интерактивные и мобильные приложениях и другие виды информационных ресурсов, а также размещаемая на них информация), содержащая текстовые описания, фотографии, рисунки, видеоматериалы по данной теме |
| 11. | Представляемая в виде изображения или описания половых отношений между мужчиной и женщиной | Информационная продукция (в том числе сайты, сетевые средства массовой информации, социальные сети, интерактивные и мобильные приложениях и другие виды информационных ресурсов, а также размещаемая на них информация), содержащая текстовые описания, фотографии, рисунки, видеоматериалы по данной теме |
| 12. | Содержащая бранные слова и выражения, относящиеся к нецензурной брани | Информационная продукция (в том числе сайты, сетевые средства массовой информации, социальные сети, интерактивные и мобильные приложениях и другие виды информационных ресурсов, а также размещаемая на них информация), содержащая текстовые описания, фотографии, рисунки, видеоматериалы по данной теме |
| Информация, не соответствующая задачам образования (не имеет нормативного закрепления и используется для целей настоящих Методических рекомендаций) |
| 13. | Компьютерные и сетевые игры, за исключением соответствующих задачам образования | Информационная продукция (в том числе сайты, сетевые средства массовой информации, социальные сети, интерактивные и мобильные приложениях и другие виды информационных ресурсов, а также размещаемая на них информация) по тематике компьютерных игр, не соответствующим задачам образования, в том числе порталы браузерных игр, массовые многопользовательские игры и другие игры, игровой процесс которых осуществляется через сеть "Интернет" |
| 14. | Ресурсы, базирующиеся либо ориентированные на обеспечении анонимности распространителей и потребителей информации | Информационная продукция (в том числе сайты, сетевые средства массовой информации, социальные сети, интерактивные и мобильные приложениях и другие виды информационных ресурсов, а также размещаемая на них информация), обеспечивающие анонимизацию сетевого трафика в сети "Интернет", такие как анонимные форумы, чаты, доски объявлений и гостевые книги, анонимайзеры и другие программы и сервисы |
| 15. | Банки рефератов, эссе, дипломных работ, готовых домашних заданий и другихинформационных ресурсов, предоставляющих обучающимся готовые решения в форме материала, ответов и другой информации для осуществления ими учебной деятельности | Информационная продукция (в том числе сайты, сетевые средства массовой информации,социальные сети, интерактивные и мобильные приложениях и другие виды информационных ресурсов, а также размещаемая на них информация) такие как сайты готовых рефератов, эссе, курсовых и дипломных работ, готовых домашних заданий, решебников, ответов на контрольные и самостоятельные работы и другие информационные ресурсы, направленные на предоставление обучающимся готовых решений в форме материала, ответов и другой информации, позволяющая им не осуществлять учебную деятельность самостоятельно |
| 16. | Онлайн-казино и тотализаторы | Информационная продукция (в том числе сайты, сетевые средства массовой информации, социальные сети, интерактивные и мобильные приложениях и другие виды информационных ресурсов, а также размещаемая на них информация), содержащая информацию об электронных казино, тотализаторах и других видах игр на денежные средства или их аналоги, а также способах и методах получения к ним доступа в сети "Интернет" |
| 17. | Мошеннические сайты | Сайты, навязывающие услуги на базе СМС- платежей, сайты, обманным путем собирающие личную информацию (фишинг) |
| 18. | Магия, колдовство, чародейство, ясновидящие, приворот по фото, теургия, волшебство, некромантия и секты | Информационная продукция, оказывающая психологическое воздействие на детей, при которой человек обращается к тайным силам с целью влияния на события, а также реального или кажущегося воздействия на состояние |
| 19. | Ресурсы, содержащие рекламу и направленные на продажу товаров и/или услуг детям | Информационная продукция (в том числе сайты, сетевые средства массовой информации, социальные сети, интерактивные и мобильные приложениях и другие виды информационных ресурсов, а также размещаемая на них информация), направленная на побуждение и создание заинтересованности у несовершеннолетних к убеждению родителей или других лиц либо самостоятельно приобрести товары и/или услуги |
| 20. | Службы знакомств, социальные сети, мессенджеры и сайты и сервисы для организации сетевого общения | Информационная продукция (в том числе сайты, социальные сети, интерактивные и мобильные приложениях и другие виды информационных ресурсов), направленная на организацию общения между пользователями с помощью сети "Интернет", такая как служба знакомств, социальные сети, мессенджеры и другие сайты, сервисы и программы, направленные и предоставляющие необходимый функционал и возможности, за исключением электронных образовательных и информационных ресурсов, создаваемых в организациях, осуществляющих образовательную деятельность |
| 21. | Интернет-ресурсы, нарушающие исключительные права обладания (авторские права) | Информационная продукция (в том числе сайты, социальные сети, интерактивные и мобильные приложениях и другие виды информационных ресурсов), направленная на предоставление пользователям сети "Интернет" информационного контента и программного обеспечения при нарушении авторского права, в форме торрентов, пиринговых сетей и других сайтов, сервисов и программ, предоставляющих необходимый функционал и возможности |
| 22. | Пропаганда национализма, фашизма и межнациональной розни | Информационная продукция (в том числе сайты, сетевые средства массовой информации, социальные сети, интерактивные и мобильные приложениях и другие виды информационных ресурсов, а также размещаемая на них информация), содержащая текстовые описания, фотографии, рисунки, видеоматериалы по данной теме |
| 23. | Ресурсы, ориентированные на предоставление неправдивой информации об истории России и формирование неуважительного отношения к ней | Информационная продукция (в том числе сайты, сетевые средства массовой информации, социальные сети, интерактивные и мобильные приложениях и другие виды информационных ресурсов, а также размещаемая на них информация), содержащая текстовые описания, фотографии, рисунки, видеоматериалы по данной теме |
| 24. | Ресурсы, ориентированные на продажу документов об образовании и (или) обучении, без прохождения итоговой аттестации в организациях, осуществляющих образовательную деятельность | Информационная продукция (в том числе сайты, сетевые средства массовой информации, социальные сети, интерактивные и мобильные приложениях и другие виды информационных ресурсов, а также размещаемая на них информация), предлагающие приобрести за плату документ об образовании и (или) обучении без прохождения обучения и итоговой аттестации в организациях, осуществляющих образовательную деятельность |

Приложение 4

к Приказу

от 10.01.2024 года № 1

# Должностная инструкция

администратора точки доступа к сети Интернет в образовательном учреждении

**1. Общие положения**

1.1.Функциональные обязанности администратора точки доступа к сети Интернет в образовательном учреждении определяются руководителем образовательного учреждения.

1.2 Администратор точки доступа сети Интернет в образовательном учреждении руководствуется в своей деятельности Конституцией и законодательством РФ, нормативными актами органов управления образованием всех уровней; Правилами и нормами охраны труда, техники безопасности и противопожарной защиты; Уставом и локальными правовыми актами образовательного учреждения, а также настоящей должностной инструкцией.

**2. Основные задачи и обязанности**

Администратор точки доступа к сети Интернет в образовательном учреждении обеспечивает доступ сотрудников, а именно:

2.1. Следит за состоянием компьютерной техники и Интернет-канала, точки доступа к сети Интернет. В случае необходимости инициирует обращение в ремонтную (сервисную) организацию. Осуществляет контроль ремонтных работ.

2.2.Организует ознакомление пользователей с Правилами использования сети Интернет в образовательном учреждении;

2.3.Организует ведение учёта пользователей точки доступа к сети Интернет. В случае необходимости лимитирует время работы пользователя в сети Интернет.

2.4. Организует дежурство в помещении точки доступа к сети Интернет на протяжении всего времени её работы в соответствии с утверждённым графиком;

2.5. Оказывает помощь пользователям точки доступа к сети Интернет во время сеансов работы в сети;

2.6. Участвует в организации повышения квалификации сотрудников образовательного учреждения по использовании Интернета в профессиональной деятельности.

2.7. Организует Оформление стендов наглядным материалом по тематике сети Интернет: в советах по работе с программным обеспечением (браузером, электронной почтой), обзорами интересных Интернет-ресурсов, новостями педагогического Интернет- сообщества и т.п.;

2.8. Осуществляет регулярное обновление антивирусного программного обеспечения. Следит за компьютерной безопасностью. Организовывает контроль за проверкой пользователями внешних электронных носителей информации (дискет, CD, флеш- накопителей) на отсутствие вирусов;

2.9. Следит за приходящей корреспонденцией на адрес электронной почты образовательного учреждения;

2.10. Принимает участие в создании (и актуализации) сайта или веб-страницы образовательного учреждения.

**3. Права**

Администратор «точки доступа к сети Интернет» в ДОУ имеет право:

3.1. Участвовать в административных совещаниях при обсуждении вопросов, связанных с использованием ресурсов сети Интернет в образовательном процессе и управлении ДОУ.

3.2. Отдавать распоряжения пользователям «точки доступа к сети Интернет» в рамках своей компетенции.

3.3. Ставить вопрос перед руководителем (заведующим) о нарушении пользователями «точки доступа к сети Интернет» правил техники безопасности, противопожарной безопасности, поведения, регламента работы в сети Интернет.

3.4. Повышать квалификацию путем обучения на курсах, участия в семинарах, выставках.

**4. Ответственность**

Администратор «точки доступа к сети Интернет» в образовательном учреждении несет полную ответственность за:

4.1. Надлежащее и своевременное выполнение обязанностей, возложенных на него настоящей должностной инструкцией.

4.2. Соблюдение Правил техники безопасности, противопожарной безопасности и норм охраны труда в образовательном учреждении.

4.3. Состояние делопроизводства по вверенному ему направлению работы.

Ознакомлен:

/\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/\_\_\_\_\_\_\_\_\_\_\_\_\_\_/\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/

 (должность) (Ф.И.О.) (подпись) (дата)

Приложение 5

к Приказу

от 10.01.2024 года № 1

Регламент

работы педагогов и сотрудников

МБДОУ «Детский сад № 6» п. Малышево в сети Интернет

**1. Общие положения**

- Данный регламент определяет порядок пользования ресурсами сети Интернет в ДОУ.

- «Точка доступа к сети Интернет» является компьютером образовательного учреждения, имеющим доступ в сеть Интернет.

- Администратор «точки доступа к сети Интернет» - ответственный за «Точку доступа к сети Интернет» назначенный заведующим ДОУ.

- Пользователями «точки доступа к сети Интернет» являются педагоги и сотрудники образовательного учреждения.

- К работе в сети Интернет допускаются только лица, прошедшие регистрацию и обязавшиеся соблюдать данные Правила пользования.

- По всем вопросам, связанным с доступом в Интернет, следует обращаться к администратору «точки доступа к сети Интернет».

**2. Права, обязанности и ответственность пользователей**

- Предоставление сеанса работы в Интернет осуществляется администратором «точки доступа к сети Интернет» педагогам на основании предварительной записи в журнале регистрации посетителей точки доступа к информационно телекоммуникационной сети «Интернет», график работы в сети Интернет данной категории пользователей устанавливается администрацией ДОУ;

- За одним рабочим местом должно находиться не более одного пользователя.

- Сотрудник ДОУ может использовать «точку доступа к сети Интернет» для работы с информационными ресурсами сети Интернет только в образовательных целях или для осуществления научных изысканий, выполнения гуманитарных и культурных проектов; любое нецелевое использование «точки доступа к сети Интернет» запрещено;

- Запрещена передача информации, представляющую коммерческую или государственную тайну, распространение информации, порочащей честь и достоинство граждан.

- Запрещается работать с объемными ресурсами (video, audio, chat, игры и др.) без согласования с администратором.

- Запрещается доступ к сайтам, содержащим информацию сомнительного

- содержания и противоречащую общепринятой этике.

- Пользователь обязан сохранять оборудование в целости и сохранности.

- Пользователь имеет право производить поиск необходимой информации в сети Интернет и размещать собственную информацию согласно данного Регламента;

- Сохранять полученную информацию на съемном диске (дискете, CD-ROM, флеш- накопителе); съемные диски должны предварительно проверяться на наличие вирусов;

- Производить печать информации на принтере (по усмотрению администрации ДОУ);

- Получать консультации у администратора по вопросам, связанным с использованием сети Интернет.